
A continuación se detallan los pasos a seguir, para la configuración de un puesto fijo de
RustDesk con contraseña. Adicionalmente, se explica como se podría configura el 2FA
para las conexiones

Nos dirigiremos al siguiente enlace, para descargar el portable configurado de RustDesk;
una vez descargado, lo ejecutaremos y se nos abrirá la siguiente ventana:

Primeramente, le daremos a la la opción de "Instalar"

Ese botón, abrirá la siguiente ventana, en la cual podremos elegir la ruta de instalación

Instalación Puesto Fijo RustDesk

1. Descarga e instalación de RustDesk

https://www.atm-maggioli.es/descargas/Soporte_ATMGM.exe?_gl=1*org7g4*_up*MQ..*_ga*OTgwMzI3MzE3LjE3NzAzNzE2NDY.*_ga_Q40TXJRQMM*czE3NzAzNzE2NDYkbzEkZzAkdDE3NzAzNzE2NDYkajYwJGwwJGg5MjIyMTU4Nzg.


Seleccionaremos la opción de Aceptar e instalar, para continuar con la instalación del
programa.

A continuación, configuraremos la funcionalidad de "Puesto Fijo por Contraseña", la cual
nos permitirá acceder remotamente con una contraseña establecida. Para ello clicaremos
los tres puntos situados encima del ID.

2. Configuración de Puesto Fijo



Nos dirigiremos a la pestaña de Serguridad, y clicaremos sobre la opción de
Desbloquear ajustes de seguridad.

En el apartado de Contraseña, indicaremos que use tanto la contraseña que genera
RustDesk, como la que vamos a establecer para puesto fijo.

Pulsaremos el botón de Establecer contraseña permanente



Una vez configuremos una contraseña, que cumpla los requisitos, le daremos al botón de
Ok, y ya tendríamos configurado el puesto fijo por contraseña.

Adicionalmente al puesto fijo, podemos activar la opción de 2FA, la cual pedirá un código
de verificación cuando se intente acceder mediante contraseña. Para ello, nos
dirigiremos al apartado de 2FA y marcaremos la casilla.

A continuación, se abrirá la siguiente pestaña, con QR que deberemos escanear con una
aplicación como Google Authenticator, 2FAS Auth...

4. Configuración de 2FA (Opcional)



Este código solo se puede escanear con un dispositivo, por cual es más
recomendable usar 2FAS Auth, ya que permite compartir este código multifactor
en varios dispositivos, para no depender de un único usuario.

Al instalar está herramienta de soporte, se instala un servicio de Windows, que se
muestra a continuación, este es un servicio legitimo y necesario para el correcto
funcionamiento de Rustdesk y para el acceso de puesto fijo.

Consideraciones Adicionales




